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Janet Tabkor

404 E. Lincoln Ave
McDonald, Pa 15057

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Servyice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually huild its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to lTosk through, '

I am very concerned that this reguirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge vou to oppose the dangerous suagestion of the Department of
Justice that our new Internet cammunication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Janet L. Tabor
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Refugio Mata

3421 Lockwood # 71
Simi Valley, (A 93063

March 18, 2004

FCC Chatrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20594

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormatian between sources like phope companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
waould bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves  ar
Even rogue government agents to access our personal communicatians. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion cof the Department of
Justice that our new Interpet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Refugio A Mata
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Andrew Lawson

848 S. Anson Rd.
Stanfardville, NY 12581

March 18, 2004

FCC Chairman Michzel Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to Tcok through.

I am very concerned that this regquirement represents an end-run around
Congress., lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect infarmatiaon between sources like phone companies and data
saources like e-mail. The FBI s aggressive and expansive reading of the law
would bhypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Andrew G. Lawson
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Janine Lynch

4818 Ballygar Drive
Tallahassee, Florida 32309

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, D{ 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not believe this reguirement i1s necessary. Llangstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powars by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources tike phane companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persoral communications, the
government is creating the very real potential for hackers and thieves or
even rogque government agents ta access our persaonal communications. Past
efforts to provide this sart of backdoor access have not bheen successful and
only created a rich cppartunity for hackers.

Once again, I urge you to oppose the dangernus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Janine A. Lynch
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: Mary Kalil

7701 West 13 1/2 St
St Louis Park, MN 535426

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 205354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department aof Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBI is going far beyond thece existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone <ompanies and cdata
sources 1ike e-mail. The FBI s aggressive and expansive reaading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to ocur personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mary Kalil
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Mary Johnns
E01 tumlinson fort drive
leander, texas, tx 78641

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street S¥W

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition tec the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Jaws already
require Internet Service Praoviders and Internet telephone companies to altlow
the FBI ta conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
eVEN rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—=in
wiretapping.

I look forward to hearing vour thoughts on this matter,

Sincerely,

Mary Johnns
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kKevin Barrett

E2729 Porter Rd.
Lone Rock, WI 53556

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my oppasition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

We’'re already in an Orwellian situation, with the obviously rigged 9-11 "New
Pearl Harbor” triggering our endless war in Eurasia...or was it Oceana? Read
David Criffin“s The New Pear] Harbor for a solid prima facie case that this
administration is responsible for 9-11.

Anyway, this Tegislation., and this administration, is unacceptable. Please tell
Ashcreoft where to stuff it,

Sincerely,

Kevin Barrett
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Janice & Jerry Tamburinge

1910 Hemlock Farms
Hawley, Pennsylvania 18428

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#5 a concerned individual, I am writing toc express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have buiit-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Taok through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deiiberations, set up boundaries for how
the FBI can collect information between sources like phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugdgesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Janice and Jerry Tamburino
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Chuck Scharenberg

400 Allison Street
Elmhurst, IL 60126

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, OC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to Force the industry to actually builg its systems around
government eavesdropping. It is the equivalent of the government requiring al)
new hames he built with a peephole for law enforcement to Took threough.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infermation between sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key te our persopal communications, the
governmant is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to praovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Chuck Scharenberg
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4
Al7 TIbreighith

1316 W. Beacon Ave
Anaheim, CA 92802

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s regquest that all new Internet communication services be
required to have built-in wiretapging access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to faorce the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end~run arocund
Congress. lLawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources like phone <ompanies and data
saurces like e-mail. The FBI s aggressive angd expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access cur persocnal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers. :

Onc¢e again, I urge you to oppose the dangerous suggestion of the bDepartment eof
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Ali Ihreighith
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Audrey Clinton

2802 E. Idaho Ave, Apt. 1
Las Cruces, NM 88011

March 18, 2004

FCC Chairman Michae] Powell
Federal Communications Commissian
445 12th Street SW

Washington. D 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required ta have built—in wiretapping access.

I do not beljeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the aquivalent of the government requiring all
new homes he built with a peephele for law enforcement to Took through,

I am very concerned that this requirement represents an end-run around
Cohgress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can caollect information between sources 1ike phone companies anhd data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative praocess to alter that careful balance,

I understand that by requiring a master key to ocur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal c<ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

oOnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shouid have built—in
wiretapping. :

I look forward to hearing your thoughts on this matter.

Sincerely,

Audrey S. Clinton
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Roger Haas

14805 N 38th Drive
Phoenix, Arizona 83053

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Poweil:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access,

We are no longer the hame of the free. Do not help Bin Laden remove more of our
freedoms, as the current administration is all too happy to continue doing.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between scurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to aiter that careful balance.

I upnderstand that by requiring a master key to ocur personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful ang
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Mr. Roger Haas
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mary atkinson

810 n walnut st
prescott, az 86301

March 18, 2004

FCC Chairman Michael Powell
federal Communicatians Commission
445 12th Street SW

Washington, DC 20554

FCC Chajirman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is. going far beyond these existing
powers by trying to force the industry teo actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gaovernment agents to access our personal communications. Past
effarts to provide this sort of backdoer access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion cof the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

mary atkinsaon
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Emily Chamhers

66 Garfield Ave
Aurora, IL 60506

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have buiit-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers anag Internet telephone companies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdraopping. Tt is the equivalent of the government requiring all
hew homes bhe huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the fBI can collect information between sources }ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our perschal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only c<reated a rich opportunity for hackers.

Once again, I urce you to oppose the dangerous suggestiaon of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Emily Chambers
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mick shauger

1047 tourmaline st
san diego, CA 32109

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sert of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I took forward to hearing your thoughts on this matter.

Sincerely,

Michael Shauger
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Andrew Shuster

1618 Hale Ave.
Fort Wayne, IN 46802

March 18, 2004

FCC Chairman Michael Powell
federal Cammunic¢ations Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources Yike phone <ompanijes and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves Gr
gven rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich oppartunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolpgies should have built-in
wiretapping.

1 look forward te hearing your thoughts on this matter.

Sincerely,

Andrew M. Shuster
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Cary Zuckett

POB 144
Pullman, WY 28421

March 18, 2004

FCC Chajrman Michael Powell
Federal Cammunications Commission
445 12th Street SW

washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Pravidars and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdreopping. It is the eguivaient of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal cammunications, the
gavernment is creating the very real potential far hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich oppoartunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Oepartment of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cary Zuckett
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Stan Knight

210 Cumberland Hills Dr.
Madison, TN 37145

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do naot believe this requirement is necessary. Longstanding taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up beundaries for how
the FBI can collect informatiaon hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c<ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stan Knight
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Abdul Hammuda

5351 Carlingfort Dr
Toledo, OH 43606

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required te have built—in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an gnd-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources 1ike phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process ta alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugoestion of the Department of
Tustice that our new Internet communication technologies should have builit-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

dbcul Hammuda
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Jan Osborn

4323 Mapie Ave.
La Mesa, CA 91941

March 18, 2004
FCC Chairman Michael Powel]
federal Communications Commission
445 12th Street SW
Washington, DC 20554
FCC Chairman Powell:
Aas a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.
If this were about putting RFID tags in guns, the administration would be
falling over themselves to stop it at the behest of their special-interest

cronies.

Sincerely.

Jon Oshorn
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Tulia Davidson

20 Forest Park Apartment 1
Portland, Maine 04101

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that -all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be buiit with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
efforts %o provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I lecok forward to hearing your thoughts on this matter.

Sincerely,

Julia Davidson
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.Katherine Hoak

3B Hortan Street
West Islip, NY 11785

March 18, 2004

FCC Chairman Michael Powell
Federal {ommunications Commissian
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far bevond these existing
powers by trying to force the industry to actualiy build its systems around
gavernment eavesdropping. It is the equivaient of the government requiring all
new homes be built with a peephole for law enforcement to leok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential feor hackers and thieves ar
even rogue government agents to ac<cess our persenal communicaticons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

W.Katherine Hoak
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Mark schrider

117 Piedmont Road
Columbus, OH 43214

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communicaktion services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Llongstanding JTaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to logk through.

I am very concerned that this requirement represents an end-run aroungd
Congress, Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
gavernment is creating the very real potential far hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge vou to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Mark Schrider
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gary aylesworth

8021 purple court
las vegas, nevada 89123

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my cpposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBT is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 11ke e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal <ommunications. Past
efferts to provide this sort of backdoonr access hayve not been successful and
only created a rich opportunity for hackers.

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Gary Aylesworth
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suzanne Wills

8412 Moorcroft Dr.
Dallas, Texas /5228

March 18, 2004

FCC Chairman Michasl Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI i1s going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. Tt is the eqguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this reguirement represents an end-run arsund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdeoor access have not been successful and
ohly created a rich opportunity far hackers.

Oonce again, I urge you to oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoushts on this matter.

Sincerely,

Suzanne Wills



